**Discussion Forum 1**

Initial Post

Recent advancements in medical technology have resulted in the introduction of devices that can identify, monitor, and control the physiological condition of patients (Glisson et al., 2015). Whilst this provides many opportunities in medicine, it also creates new opportunities for cyber attacks on the industry and provides fresh incentives for adversaries.

There are two major threats covered in this paper. Brute force attacks can be used to compromise the access point credentials which could lead to a compromise of the confidentiality, integrity, and availability of the device. In addition, denial of service attacks can be used to deny access to the access point and therefore prevent genuine user access. From related work in the medical industry, sniffing and tampering with unencrypted connections is also raised as a potential key threat as this can be used to modify device behaviour or extract confidential information, such as medical readings (Halperin et al., 2008).

The successful attacks by a low capability threat actor covered in this paper demonstrate that the iStan device has numerous exploitable vulnerabilities. These include weak authentication which is susceptible to brute force attacks. This device is also vulnerable in that the system has no adequate means of identifying and managing malicious traffic sent to the device. The software dependencies of the device could also open it up to further vulnerabilities.

It is important to mitigate threats holistically through people, process, and technology (Humphreys, 2008). Glisson et al. (2015) suggest that practitioners utilising medical technology should be sufficiently trained in security in order to identify failing or erroneous devices. In addition, procedures should be implemented that ensure they are managed appropriately to prevent any associated harm. The use of two-factor authentication would protect devices from brute force attacks; however due consideration should be given to the implications on performance and usability considering the requirements of the particular medical device (Reese et al., 2019). Gollakota et al. (2011) recommend a further technical solution in a separate physical device used to prevent any direct access to the medical device thus reducing the risk of certain attacks, including certain denial of service attacks. To further the holistic approach, establishing security regulations for the medical device manufacturing industry would increase understanding of the associated threats and vulnerabilities whilst driving better security practices (Martinez, 2018).
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Peer Response 1 – Charlotte

Further to Charlotte’s point, the medical industry’s historic lack of focus on cyber security does not just aid cyber criminals, it also attracts them (ENISA, 2015). Medical industry systems and devices are often seen as an easier target due to poor defences and the widespread use of legacy systems (Tervoort et al., 2020).

Whilst the WannaCry ransomware attack on the National Health Service (NHS) in 2017 was not aimed at unsupported software, the Microsoft Windows vulnerability was present in unsupported versions of the operating system, including Windows XP, and this was still in use in the NHS for critical medical devices (Smart, 2018). Fortunately, Mircrosoft released a Windows XP patch for this vulnerability in May 2017 despite ceasing support for this software in 2014 (Winder, 2020). Lessons learnt from the Wannacry attack include moving away from legacy Windows operating systems but this is still a work in progress after four years.

Another key recommendation from the NHS review was to improve accountability and leadership around cyber security all the way up to Board level. Active support and engagement with cyber security at a senior level is a key driver in ensuring consistent investment in cyber security as well as the establishment of security culture in a top-down fashion (Abraham et al., 2019).
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Peer Response 2 – Laura

Whilst Laura makes a good point regarding the use of an account lockout mechanism to protect accounts from brute force attacks, due consideration should be given to the impact of this control on availability to genuine users (Mohammed et al., 2017). The implementation of this control should be carefully considered based on the device. In the case of medical devices, there should be mechanisms in place for genuine users to be able to unlock the account quickly and safely (Kirushnaamoni, 2013). Utilising a timed lockout period or requiring administrator support to unlock a device could cause delays in treatment and may not be appropriate during a medical emergency (Khan & Sakamura, 2012).
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Summary Post

The two key cyber security threats to medical devices discussed in the paper were drawn out in the initial post: brute force attacks and denial of service attacks. Throughout this discussion, there has been support for a holistic approach to protecting devices from these threats through people, process, and technology.

Wilson (2021) reinforces the importance of training through pointing out that the majority of data breaches reported to the ICO have been attributed to human error. Whilst it is important to train medical professionals in how to securely manage these devices, Millward (2021) suggests it is also important to train patients as they are often the main user of the device. Wilson (2021) adds to this through suggesting that processes should be in place to ensure the users can not only identify issues with the device but also are aware of the proper channels for reporting them to avoid any unnecessary delay in resolution.

Whilst Luvaha (2021) makes a valid suggestion that devices should be protected from untrusted networks, it is not always possible to disconnect them entirely in order to prevent the risk. For example, medical staff may need remote access to implanted devices to be able to correct issues whilst avoiding the need for travel or surgery. In these circumstances, the suggestion from Wilson (2021) that technological solutions should be layered to ensure defence in depth may be a more suitable approach to protect devices. This suggestion also helps to reduce the risk of a breach if known weaknesses of technical solutions are exploited, for example in the case of sim swapping attacks on SMS-based two factor authentication (Johansen, 2019).

In conclusion, a holistic approach to securing medical devices should be adopted and standardised in the form of regulation to encourage consistent adherence to best practice across the industry (Martinez, 2018). This approach would not only protect patients but also deter attackers who view the medical industry as an easy target (Tervoort et al., 2020).
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